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PARTES Guardian Approach
Strengthening Resilience through Multi-Dimensional
Protection, Community Engagement, and Sustainable Security
Practices

The PARTES Guardian Approach was developed based on the systematic research and active
implementation of multi-stakeholder events throughout the PARTES project. This approach
offers a comprehensive, structured, and effective methodology for protecting places of
worship from various forms of attacks. It may as well serve as a model for replication by other
project proposals or initiatives that are interested in addressing the problems tackled by
PARTES. The PARTES Guardian Approach provides a multi-dimensional framework that
encompasses the cooperative, security, cyber (online), community, training, mental health
and financial dimensions of developing, implementing, monitoring and evaluating an initiative
aimed at protecting places of worship from various forms of attacks. 
 
The model’s extensive recommendations, including active engagement and collaboration
among different religious communities, government authorities, civil society and law
enforcement agencies, an increase in education and training regarding security and preventive
measures, regular threat assessments, and advocacy for a robust legal framework, summarise
the major needs and policy changes required to ensure a safe and peaceful coexistence in our
increasingly multicultural European communities. 

Thus, by addressing the seven key areas of the PARTES Guardian Approach in a cohesive
manner, places of worship can enhance their overall resilience and safety. 
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Cooperation with external partners is a 
foundational element in strengthening the 
security of places of worship. Building strong 
relationships with local law enforcement, 
neighbouring institutions, and community 
organisations is crucial. For example, a church could partner with
a nearby mosque to share security resources, such as hiring a
joint security team or organising community safety workshops.
Additionally, engaging with law enforcement agencies can lead to
increased patrols around the worship site during high-risk times,
such as during religious holidays or after a nationally significant
event that could provoke tensions. 

Physical security measures must be robust 
and adaptable to the evolving threat land-
scape. Installing advanced surveillance 
systems, implementing controlled access 
points, and conducting regular security patrols 
are vital steps. For instance, a synagogue might 
install high-definition cameras and motion sensors that are
monitored in real-time by security personnel, who can quickly
respond to any suspicious activity. Regular risk assessments are
equally important: these allow the institution to identify new
vulnerabilities—such as a recently added wing of the building
that has not yet been secured—and adapt its security measures
accordingly. 

Community engagement plays a significant 
role in creating a culture of safety and inclu-
sivity within places of worship. By encoura-
ging congregants to take an active role in 
security efforts, the entire community 
becomes more vigilant and resilient. For example, a mosque
could organise "safety awareness" workshops where
congregants learn how to spot and report suspicious behaviour.
Strengthening ties with the broader community is also critical; a
church that hosts interfaith dialogues and community events
fosters goodwill and a supportive environment, making it less
likely to be targeted. 
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Mental health support is a critical component 
that should not be overlooked, especially in 
the aftermath of an incident. Providing counsel-
ling and psychological support to congregants 
and staff helps address trauma and facilitates 
healing. For example, after an attempted break-in, 
a synagogue might offer group counselling sessions led by
trained mental health professionals to help congregants process
their emotions and reduce anxiety. Additionally, training religious
leaders in crisis response and psychological first aid equips them
to guide their communities through difficult times, offering
comfort and practical support when it is most needed. 

Financial planning is essential to sustain long-
term security efforts. Establishing dedicated funds 
for security improvements ensures that resour-
ces are available when needed. A church might 
set up a "safety and security fund" that congre-
gants can contribute to during special fundraising drives,
specifically aimed at upgrading the facility’s security systems.
Managing costs effectively is also important. For example, a
mosque could reduce expenses by utilising volunteers for certain
security roles, such as monitoring entry points during services,
while still maintaining professional security staff for more critical
functions. Sharing resources with nearby institutions, like co-
hosting training sessions, further optimises financial resources. 

Cybersecurity is increasingly important as places 
of worship rely more on digital systems and social 
media platforms for communication, fundraising, 
and data management. Strengthening digital 
defences through the implementation of firewalls, 
encryption, and access controls protects against 
cyber threats. For example, a church that handles online 
donations must ensure that its website or Instagram profile is
secured with SSL encryption and that sensitive financial data is
stored securely to prevent breaches. Continuous monitoring for
threats, such as phishing attempts targeting staff emails, is also
crucial. Educating the congregation about cybersecurity best
practices, like using strong passwords and recognising suspici-ous
emails, further enhances the overall digital security of the institution. 
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Training is perhaps the most vital aspect, 
ensuring that everyone involved in the place 
of worship knows how to stay safe and re-
spond to emergencies. Comprehensive 
security training should be tailored to different 
stakeholders, including law enforcement agencies, 
religious leaders, NGOs, volunteers, and congregants. For
instance, a mosque might offer scenario-based training for its
staff while providing basic safety workshops for its general
congregation. Regularly updating and testing security protocols
through drills and simulations ensures that these plans are
effective and that everyone involved is familiar with their roles in
an emergency. A church might conduct quarterly fire drills and
evacuation simulations to ensure that all congregants know the
evacuation routes and emergency procedures. 

DISCLAIMER
Funded by the European Union. Views and opinions expressed are however those of the author(s) only
and do not necessarily reflect those of the European Union or the European Commission. Neither the
European Union nor the granting authority can be held responsible for them.

Thus, protecting places of worship from various threats requires a multi-layered approach that
integrates physical and soft security, cyber (online) protection, community involvement, financial
sustainability, and mental health support. By fostering cooperation with external partners,
engaging the community, planning financially, and providing comprehensive training, places of
worship can build a resilient and secure environment that safeguards their congregants and
facilities against a wide range of potential attacks. 
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